
Mise à jour de sécurité de Fortinet : 
 

Deux vulnérabilités critiques, identifiées sous les codes CVE-2024-55591 et CVE-2025-
24472, aƯectent les pare-feu Fortinet FortiGate et les passerelles FortiProxy. Ces failles 
permettent à des attaquants de contourner les mécanismes d'authentification, de créer 
des comptes administrateurs et d'installer des logiciels malveillants. Le groupe de 
cybercriminels Mora_001 exploite activement ces vulnérabilités pour déployer le 
rançongiciel "SuperBlack" . 

 

Fortinet a publié des correctifs pour ces vulnérabilités. Il est impératif de mettre à jour 
immédiatement les systèmes concernés pour prévenir toute exploitation malveillante. 

 

Source : 

ITdailyhttps://itdaily.fr/nouvelles/securite/vulnerabilite-de-fortinet-activement-
exploitee-par-des-pirates-informatiques/ 

https://www.cert.ssi.gouv.fr/alerte/CERTFR-2025-ALE-002/ 

 


