
Mise à jour de sécurité de Google Chrome : 

 
Une faille critique de sécurité (CVE-2025-4439) a été découverte dans le navigateur 
Google Chrome. Cette vulnérabilité permet à un attaquant d’exécuter du code 
malveillant à distance en exploitant une erreur de gestion de mémoire (use-after-free) 
dans le module graphique ANGLE. Google a confirmé que cette faille est activement 
exploitée dans des attaques réelles. 

 

Il est important de mettre à jour immédiatement votre navigateur Chrome vers la version 
125.0.6422.112 ou ultérieure afin de corriger cette faille et de protéger vos données 
personnelles et comptes en ligne contre les risques d’intrusion. 
 
Source : 

 
https://www.msn.com/fr-fr/actualite/technologie-et-sciences/une-faille-critique-de-
chrome-corrig%C3%A9e-par-google-mettez-%C3%A0-jour-sans-tarder-pour-
prot%C3%A9ger-vos-comptes/ar-AA1EXaNj 

 
https://www.cert.ssi.gouv.fr/avis/CERTFR-2025-AVI-0412/ 


